
Application Notes

FINANCIAL SECTOR OVERVIEW

Managing a financial institution’s security is a significant responsibility.  With a wide variety of requirements, a bank’s 
security solution must protect everything from an ATM in a remote locations to the car park and surrounding areas 
of a retail branch, lobbies, work areas, offices and vaults. The ability to manage the system from a central location is 
critical to the daily process and auditing procedures of many of the leading institutions in Australia.

As banks continue to grow with technologies and a customer-focused mentality, it is important that the security 
system protecting these institutions grows with it.

Creating a secure environment starts with the cameras that deter unwanted activities near your ATM to  sensors that 
alert you to tampering with your ATMs and retail branches. Manage staff access during opening and closing hours 
while keeping them safe from potential threats.

The Tecom intrusion and access control portfolio gives banks 
and financial institutions the perfect solution to ensure their staff, 
customers and property are kept safe 24/7, 365 days a year. 

Integrated solutions for financial institutions



How it works
The Tecom intrusion and access control portfolio gives financial institutions the 
perfect solution to ensure their staff, customers and property are kept safe 24/7, 
365 days a year. 

Originally designed for a leading financial institution in the early 90’s, Tecom’s 
Challenger control panel has evolved as the sector has grown. By implementing 
functionality directly related to the high security demands of a bank such as 
scramble keypad, longer PIN numbers and enforced entry/exit procedures, 
a Tecom solution meets compliance and auditing procedures required by 
banking institutions and the constant changes that modern banking brings.

The rollout of the NBN has put pressure on the financial industry and 
institutions to look at ways of maintaining the highest levels of security without 
compromising their communication of events and alarms to the control room.

With a 3G option and ethernet communications there is no compromise to 
your branch security as your system will be monitored and events actioned 
regardless of connectivity type.

Through the integration of alarm and access control, an Aritech security system 
allows you to signal any alarm event during non-trading hours such as duress 
and acoustic alarms. Employees are kept safe after hours via alarm control in 
areas of your choice as well as securing the perimeter. This gives you peace-
of-mind that Aritech is protecting you during business hours and your security 
system is doing its job after hours.

Expand your system further by integrating your CCTV system, giving you a 
complete view of your premises at all times. Capture footage of employees and 
customers 24/7 and should an incident occur, you can easily retrieve footage 
for auditing purposes.

As well as protecting your assets, customers and employees, the Tecom 
solution enables regional / store managers to track and manage auditing 
and compliance procedures that need to be enforced based on head office 
policy. View alarms and events via web-based software from any smart phone 
or device. You can even remotely control access doors from your smart 
phone giving you full control of your system from any location with an internet 
connection.

And that means security seven days a week, 
24 hours a day, every day.

The Aritech solution

To achieve maximum efficiency and control of your branch, Aritech recommends a Tecom intrusion and 
access control solution.

When you combine a Tecom Challenger panel, Web Management System and the Tecom IP Receiver you get a 
fully functional intrusion and access control solution, giving you the ability to tailor your system to your business 
needs. For real-time, convenient control, manage your system with the Tecom Mobile on your favourite device.

TruVision recorders and cameras can also enhance the control of your system and help deter threats through 
visual aids.
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Contact your Regional Sales Manager to find out how 
you can keep your staff, premises and customers safe.

The End Result
Financial institutions, with 1 or 1,000 branches require a solution that offers flexibility and control. While maintaining 
the highest audit and compliance processes, an individual branch can also manage and control their solution 
based on their individual needs. An Aritech solution ensures an efficient, practical security installation that can 
grow as your branches grow.

Bring peace of mind to branch managers and head office staff with a system that ensures procedures are followed 
and audited. With a redundant communications path all alarms and events are actioned in the shortest amount of 
time.

Utilising custom entry / exit procedures, auto test functionality allows your branch to open on time for your 
customers every day without the need to check in with a control room that the security system is active. The Touch 
Screen display indicates to the branch manager that the system is ready and procedures have been completed for 
opening.

Protect your investment and keep your people safe with an intrusion and 
access control solution designed specifically for the Australian financial 
market.


